
 

    
  

 

 

 

 

 

OUR INFORMATION SECURITY POLICY 

 

As IC Enterra Renewable Energy, we commit to: 

• Ensuring secure access to the information assets of both the company and its stakeholders, 

• Protecting the usability, integrity, and confidentiality of information, 

• Assessing and managing potential risks that may arise over the information assets of the 
company and its stakeholders, 

• Protecting the institution’s reliability and brand image, 

• Applying the necessary sanctions in the event of an information security breach, 

• Fulfilling the requirements of applicable national, international, or sectoral regulations, 
relevant legislation, and standards, meeting contractual obligations, and ensuring the 
fulfillment of information security requirements arising from corporate responsibilities 
towards internal and external stakeholders, 

• Reducing the impact of information security threats on business/service continuity and 
ensuring the sustainability of operations, 

• Preserving and improving the current information security level of the established control 
infrastructure, 

• Providing trainings to develop competencies aimed at increasing information security 
awareness. 

 

 

 

 


